
Saugo jūsų reputaciją ir pinigus: Reguliarus pažeidžiamumų skenavimas padeda išvengti 
saugumo pažeidimų, galinčių pakenkti klientų pasitikėjimui ir lemti reguliacines baudas 
(įskaitant NIS2).

Padeda strateginiam rizikų valdymui: Nuolatinis saugumo spragų matomumas leidžia 
priimti pagrįstus sprendimus ir efektyviau paskirstyti saugumo išteklius.

Stiprina veiklos tęstinumą: Proaktyvus skenavimas padeda užtikrinti atitiktį reikalavimams 
ir organizacijos atsparumą vis labiau priešiškoje kibernetinėje aplinkoje.

Kas įeina į mėnesinę paslaugą

Automatizuotas vidinis ir išorinis pažeidžiamumų skenavimas (ne rečiau kaip kartą per mėnesį). 

Automatizuota mėnesinė saugumo ataskaita.

Ketvirtinė ataskaitos peržiūra ir rekomendacijos pažeidžiamumų šalinimui (iki 3 val. saugumo 

specialisto laiko per mėnesį).

Prieiga prie valdymo ir ataskaitų portalo.

Kas neįeina 

Nustatytų pažeidžiamumų šalinimas.

Pažeidžiamumų šalinimas gali būti užsakomas kaip papildoma mūsų 
paslauga arba aptikti pažeidžiamumai gali būti perduoti jūsų IT 
paslaugų teikėju.

Valdoma saugumo 
stebėsena
Valdoma saugumo stebėsena – tai 

prenumeruojama paslauga, padedanti 

nustatyti IT sistemų silpnąsias vietas 

prieš tai, kai jas pastebi užpuolikai.

Kodėl valdoma saugumo stebėsena yra svarbi



Dėl pasiūlymo kreipkitės
primend.sales@primend.com

Vidinis ir išorinis pažeidžiamumų skenavimas

Vidinis pažeidžiamumų skenavimas - Tikrinamos sistemos, programos ir 
įrenginiai vidiniame tinkle.

Tikslas: nustatyti silpnąsias vietas, kurias galėtų išnaudoti tinklo 
naudotojai arba į tinklą prasiskverbę užpuolikai.

Nauda verslui: mažina vidinių pažeidimų riziką, padeda užtikrinti atitiktį 
reikalavimams ir saugo kritinius išteklius.

Išorinis pažeidžiamumų skenavimas - Tikrinamos internetu pasiekiamos 
sistemos, tokios kaip svetainės, ugniasienės ir debesijos paslaugos.

Tikslas: aptikti pažeidžiamumus, kuriuos galima išnaudoti iš išorės.

Nauda verslui: apsaugo prekės ženklo reputaciją ir klientų pasitikėjimą, 
užkertant kelią nuotoliniams pažeidimams.

Išorinis skenavimas saugo viešai matomus išteklius.

Vidinis skenavimas saugo verslo branduolį.

Kartu jie sumažina finansinę, reguliacinę ir reputacinę riziką.

Kainodara:

Iki 50 įrenginių — 150€ /  mėn.

Iki 100 įrenginių — 250€ /  mėn.   

Up to Iki 200 įrenginių  — 375€ /  mėn. 

Daugiau nei 200 — Kaina pagal susitarimą.

Mėnesinis vidinis ir išorinis 
pažeidžiamumų skenavimas

Įrenginių skaičius ir kaina per mėnesį

Vienkartinis diegimo mokestis — 500€ 

Saugumo konsultacijos — 90€/ val.

3 val. saugumo konsultacijų

Vienkartinis nuskaitymas

 Vienkartinė saugumo ataskaita

Vienkartinis vidinis ir išorinis 
pažeidžiamumų skenavimas

Iki 500 įrenginių — 1000€

Pažeidžiamumų šalinimas 
neįskaičiuotas. 

Reguliarus pažeidžiamumų skenavimas Vienkartinis pažeidžiamumų skenavimas

Daugiasluoksnė apsaugos strategija

Tiek vidiniai, tiek išoriniai skenavimai yra svarbi daugiasluoksnės saugumo strategijos dalis:




